Risk register development and implementation for construction projects

An original methodology for development of the risk register system for construction projects in Croatia, with its integration into the risk management process, is presented in the paper. The application of the methodology enables development of the risk register that assumes the central role in the risk management process. In this form, the risk register becomes an active link between the risk and knowledge management on construction projects, through which the project management is raised to a higher level, and hence the overall success of project management activities is also increased.
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Prethodno priopćenje

Ivana Burcar Dunović, Mladen Radujković, Mladen Vukomanović
Razvoj i implementacija registra rizika kod građevinskih projekata

U radu se prikazuje originalna metodologija razvoja sustava registra rizika za građevinske projekte u Hrvatskoj kao i njegova integracija u proces upravljanja rizicima. Primjena metodologije omogućuje kreiranje registra rizika koji ispunjava očekivanu ulogu središnjeg alata za proces upravljanja rizicima. U tom obliku registar rizika postaje aktivna poveznica između upravljanja rizicima i upravljanja znanjem u građevinskih projektima čime se upravljanje projektima podiže na višu razinu, a time i uspjeh upravljanja projektom.
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Entwicklung und Implementierung eines Risikoregisters für Bauvorhaben
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1. Role of risk register in risk management

Risk management is a "formally structured process for systemic risk identification, analysis and response throughout the life span of the project in order to achieve an optimum level of risk elimination or control" [1]. Unlike corporate risk management, one of determinants of the project risk management is the focus on the project itself, which means that it deals with risk events that can impact project objectives, most often the scope, quality, time and costs. Risk management is currently considered as an mandatory part of project management, and also as an integral part of successful project management. The process is iterative and continuous, and is composed of a series of cycles through which the level of understanding risks is increased. In addition, it is applied throughout the whole life cycle of the project.

In the scope of various research approaches, numerous attempts have been made to propose the best way for identifying and preparing input data on project risks and, at that, a highly significant role of risk registers has been noted. In this paper, the authors describe characteristics and possibilities that a risk register should have to meet the needs of construction projects, as well as the way in which such register should be integrated into the risk management process. Various authors have interpreted risk registers in many ways, and their approaches can broadly be classified into three categories [2]:
1. risk register is a byproduct – a document that contains information about risks;
2. risk register is a useful tool for risk management; and
3. risk register is the central part of the risk management process.

Initial studies on risk management [3] define risk register as "... repository of knowledge corpus..." and as "...starting point for analyses and plans..." and hence interpret it as the main tool for an integrated analysis of risks relating to time, costs and technical issues. The perception of risk register is developing toward considering it as a comprehensive tool for the risk assessment system, which is used as a formal method for risk identification and categorization, and as a tool for developing a cost effective method for risk control [4].

Risk register is an unavoidable part of the current risk management methodologies [6-10]. Each one of these methodologies proposes what information should be contained in this register. Nevertheless, only two methodologies have placed the register in the central part of the process. The first one is the CIRIA methodology that consists of ten steps [10]. Here the register is considered as an outcome of risk assessment, and as a tool for storing and control of risk management processes. The ATOM methodology [7] also integrates the risk register into the risk management process, using it not only for storing data but also for monitoring processes through regular inspections, and for the final inspection of projects.

However, not many studies have been made on risk registers, their structure, and possible development trends. Foreign companies wishing to gain a competitive edge on the market use risk management tools in their work, and so risks are stored in some form of register in 67 percent of cases, in either paper or electronic format, while 78 % of such companies have developed their own IT systems [5]. The methodology of developing risk registers for construction projects is presented in the next section.

2. Risk register development methodology

The first step in the risk register development methodology is to define expectations and current practice relating to the use of risk registers, and analyse perceptions about possible characteristics and capabilities of a risk register. In that respect, a pilot study in form of survey, targeted on high ranking officials in ten greatest construction companies, was conducted in the scope of the research project No. 082208 "Management of risks and resources in construction projects" financed by the Ministry of Science and Technology (1996-2000, 2003-2006) [2, 11]. The results have revealed that companies in which risk management procedures are operated in some form or other actually store risk data, either periodically or regularly, but without a formal procedure that would regulate implementation of such procedures. The structure for systemic storage of risk data does not exist and so the procedure is conducted in form of unstructured written reports. This is due to the absence of a systemic risk management. Construction companies that partly manage their projects through identification and assessment mostly use the so called risk checklist. This practice has been registered in companies whose seat is in Western European countries where risk management is more commonly implemented in construction projects. All respondents agree that the role of risk register is positive in that it enables improvement of company operations, while increasing the level of risk management in construction projects. In addition, they would agree on using it but only in form adjusted to construction projects and companies [2, 11]. In the scope of the mentioned survey, the respondents were asked to select three statements that best describe the term "risk register":
- the main tool for an integrated risk analysis,
- comprehensive risk assessment system, as a formal method for the identification, quantification and categorisation of risks, and for definition of means needed to determine an efficient method for the control of such risks,
- tool for storing and documenting data generated through risk management that enables conscious evaluation and management of risks in the scope of the decision-making process.

When asked to define the most important capabilities of risk registers, they selected the following options:
- storing details of all risks identified in the beginning and during the life span of the project,
- determining risk priorities in terms of probability of occurrence and possible effects on the project,
- documentation on the source of risks, response to risks, and classification of risks,
- systematic data storage aimed at forming a “knowledge base” to be used on future projects.
During the work on pilot projects, it has become clear that the basic prerequisite for risk management is to learn to think about risks, which requires a good definition and understanding of their components and characteristics. That is why the analysis of components in concepts available in literature was conducted in the second step [2]. During the literature research, it was observed that different concepts and approaches to risk result in different approaches to components and hence also in different terminology, definitions and explanations. The analysis has shown that in literature the source and cause, and the consequence and impact, are explained with synonyms. When we are discussing risks on construction projects, the source and cause can be considered as synonymous and so, according to this model, the cause is left out of the concept, unlike consequence and impact that have different meanings and functions – a consequence is a component, and the impact is its characteristic. The driver, which is encountered in literature also as driver, also has different meanings: from the event that will start the risk management process, via indicator that will lead us to believe that the risk event will actually occur, to the event that will be started by the risk event itself. The systematisation and synthesis of risk data has resulted in development of the risk model (Figure 4) that enables us to gain more knowledge about the project [12]. This model also enables systematisation of all data related to risks in the project, which is the basis for developing the structure of risk register data.

The third step in the development of risk register is the classification of risks that are needed for systematic risk management, primarily for risk identification, which lowers the possibility of their prediction, and is widely used to define responsibility. A whole array of classification systems has been developed, depending on the type of industry, profession, field of action, or type of project. A great significance of structuring and hierarchy in the project can be seen in the most widely spread tool for project management, which is the Work Breakdown Structure (WBS) whose purpose is to present work on the project through hierarchically structured, defined packages that can be managed as a foundation for planning, communication, reporting and allocating responsibilities on the project. If the entire hierarchical WBS approach is applied on risks, by structuring risk management problems to the level that is necessary to understand risk exposure to enable efficient management, the risk structure called Risk Breakdown Structure (RBS) is created [21]. Although the possibility of selecting another risk structure according to available data is not excluded, the RBS is used for risk register in this paper because its structure is the result of research conducted in the scope of previous research projects 082005 and 082208 “Management of risks and resources in construction projects” financed by the Ministry of Science and Technology (1996-2000, 2003-2006) [21-23], with modification of source as related to technical documentation (Figure 1) [2]. The technical documentation was moved from the second level to the third level, within a new element in the second level – Technical sources together with technology.

The implementation framework enabling the risk register to take its proper role was defined in the fourth step. As risk management is closely related to the decision making process, the application of phases in the decision making process (problem definition, evaluation of possible solutions, selection and application of an optimum solution, decision implementation monitoring) has lead to forming project risk management phases that most often include identification, analysis of impact and evaluation of risk, response or interpretation of risk, and implementation of plan and risk control. There are many methodologies that allocate risk management processes in different ways, which is dependent on their approach to risk management [8, 10, 13-20]. Standard tools for risk management are risk identification checklists or risk logs that are used for risk monitoring. However, only a few of these

![Figure 1. Risk source structure for risk register on construction projects](image_url)
methodologies have gathered together these tools in risk register. One of first methodologies that mentions risk register in which data are stored throughout the risk management process is the risk control methodology known as CIRIA [10]. But it involves only one risk register level – the project level. Recent research on risk registers [7] has enabled development of the system called the Risk Register Database System, which comprises the risk register and tools in risk assessment in the automobile industry. In order to meet risk register expectations and perceptions [11], the risk register system with two register levels (Figure 1) has been developed in this study, and will be presented in the following section.

3. Structure and content of risk register for construction projects

Viewed from the aspect of one participant (which is most often the contractor), the model of the risk register system contains two register levels (Figure 2). The Project risk register enables us to record risk data in all phases of the risk management process in order to gather data for each construction project. In addition to data recording, this part of the register also has the role of the platform and tool for risk management and communication in the project. By enabling continuous risk monitoring, the risk register becomes the medium for communication between key participants in the project. The second level of the model is the Central risk register in which data are stored about risks originating from risk register of all projects undertaken by the company. This part of the system has the role of the "knowledge base" and the tool for identifying risks in projects and, after a longer use, it also becomes the source of qualitative and quantitative risk-related information. In addition, being the source of data on responses to risks, and on monitoring and control of risks, it enables one to evaluate efficiency of individual responses and actions with regard to risk consequences. Planned and real data are needed for proper fulfillment of the main function of the central risk register, as it is on the basis of comparison of these data adequate conclusions can be made on the "behaviour" and "reactions" of risks. If data are available about changes that have caused modification of some components or characteristics of risks, then more reliable data and knowledge on the sources and drivers of risks will be obtained, while by comparing initial response plans with real-life actions and consequences, we are able to measure quality of risk management in a construction company. Creation of data base containing data about good and bad actions will undoubtedly spur development in terms of improving current practices in the management of construction projects.

One of primary requirements relating to the project risk register is the quality of input data. That is why the risk register must be adjusted to the risk management level applied in construction companies. In addition to careful selection of the data and structure so as not to burden the process will superfluous data, the risk register structure must be prepared for both the basic and advanced use. The structure, content and functionality of risk register must correspond to the expected level of use, but they also must enable advanced use, not only for the sake of users familiar with advanced risk management practices, but also to enable such users to monitor and even encourage development or the risk register.

The data and structure of risk register for construction projects originate from the risk model and risk management processes, which means that they must encompass all risk components and characteristics in all phases of the risk management process [24]. Based on storage capabilities and structure, two basic groups of data can be differentiated:
- project-level data describing those characteristics of the project that are directly or indirectly related to risks, and
- risk data that describe risk components and characteristics that are needed in order to generate information for the risk management process (Figure 3).

From the aspect of phase in which they were generated, the data are generally grouped into three categories:
- planned data,
- monitoring data, and
- final (real) data.

During risk management, the planned data are the result of initial identification, evaluation and response to risk, while for the project, planned data are related to completion time and costs. In both cases, monitoring data are records on planned data during the monitoring phase, while final (real) data are records on real results at the end of the project, which includes risk closing data. Risk data are based on the risk model for construction projects that has been developed during analysis of risk data from literature, and based on the study of existing risk mechanisms and models [12] (Figure 4). Basic components by which the risk mechanism is presented are the event/risk, source, driver, consequence, and impact.
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Figure 3. Risk register data structure

Figure 4. Risk components and characteristics
Each of these components has some characteristics by which it is described. Therefore, the risk is fully described through components and their characteristics.

The event/risk is the main part of the model. It represents an uncertain occurrence, action or event the occurrence of which causes a consequence.

The source of risk is defined as an area of human activity or a natural phenomenon from which the risk is generated, or from which the possibility that the risk might occur is generated. It exists either in the project or outside of the project, and does not have a variable characteristic. Its important characteristic is the owner i.e. the participant because of which a source has come to exist.

The consequence is the condition, occurrence or event that has occurred precisely because of the occurrence of an event/risk, and which affects the success of the project, i.e. the project objectives, through the risk impact. Significant characteristics of the impact are the nature, size and place that define in which way the risk will impact the project and its objectives, i.e. to what extent and on what part of the project, WBS or activity.

The next component is the driver that can be either an event or a change of condition, which leads to activation of the risk mechanism, i.e. which initiates transformation of risk into actual event. Through its actual occurrence, the risk stops being a risk and becomes a real-life event or problem to be dealt with. The risk can be described as a mechanism in a latent state that needs driver to be activated.

In addition to the source, the driver and the consequence must also have the owner i.e. the stakeholder to which the two events or occurrences are related. The time and probability of occurrence are the characteristics that are most often related to risk in general, but are related in this model to the event, which is regarded as the central component of risk. Both components could also be related to the occurrence of the driver being an event that activates the risk mechanism, while the time of occurrence could also be related to the consequence. Nevertheless, these three components occur in relatively short time intervals, and their order of precedence is known (driver-event-consequence), and so the model does not need to be burdened by the definition of time for all three components. It would be even better to present this time sequence through the occurrence of the first component, i.e. the driver, which initiates the whole mechanism but, due to insufficient understanding and practical use of driver in risk mechanism, this data will be linked to the event/risk for the purposes of this paper. The same approach is used for the probability of occurrence. The only difference is that the probability of occurrence of the drivers or consequences can here be considered in case of occurrence of alternative drivers or consequences, but this approach is used in detailed analysis of risk when the decision tree is most often used. The probability of occurrence of an event/risk, and the extent of impact, together give the risk severity which is the measure for ranking individual risks on the project.

4. Integration of the risk register system into a business system

4.1. Risk register in a business system

In order to create a central risk register for a construction company, a good-quality risk register must be prepared for each project. This can only be achieved through systematic risk management, for which an additional effort must be invested by the project manager and the company management team. That is why this activity must be supported by an appropriate decision at the company level and by proper organisational measures aimed at ensuring its implementation. The starting idea is that no additional resources should be engaged for implementation of the central risk register. In fact, each project manager should be responsible for the risk register related to his project, while the task of storing data into the central risk register should be a regular responsibility of the project manager and should be carried out after each phase of project management. To make this feasible, the use of risk register on the project, and the process of storing data into the central risk register, should not be complicated and should not require much additional effort in the project closing phase. On the other hand, it should not be
a completely automatized task but rather a conscious activity aimed at providing good-quality data to the central risk register. Once the data are approved by the company management and stored into the central register, the change is possible only by means of a special procedure, with proper justification, and subject to approval by the company management, Figure 5. The use of this risk register can be realized through three levels that differ from each other by the level of detail of the information about risks and the project, and by the use of analysis during risk management. Starting from mandatory data, and including additional data and advanced use, the level of use will grow either through insertion of additional data or through advanced use, until the highest level that includes all three data levels (Figure 6).

4.2. Risk management procedures using Risk register system

The actual generation of data in risk register is based on the logical sequence of risk analyses conducted at individual phases of risk management, and is certainly dependent of the level of use of the risk register. Procedures that need to be introduced into the business system in order to integrate the risk register system into the project management, and hence into the various project management processes, are presented in the diagram (Appendix 1). The procedures should follow the following activities:

1. Project planning in risk register
   a. Project opening – entering data at the project level
   b. Entering new risks in the Project Risk Register
   c. Storing data into the Central Risk Register

2. Project monitoring in risk register
   a. Project data monitoring
   b. Monitoring existing risks in the Project Risk Register
   c. Entering new risks into the Project Risk Register
   d. Closing risks in the risk register
   e. Storing data into the Central Risk Register

3. Closing project in risk register
   a. Storing data into the Central Risk Register

The project opening in risk register occurs at the moment when the project starts in the scope of a business system. The process starts by entering, at the project level, the data that are needed for connecting risk data with requirements, limitations, characteristics and circumstances related to the project, and for integrating the project management and risk management. The project level data structure is formed of five groups (Table 1), while the risk level data structure is given in Table 2.

The "life" of a risk in the project risk register begins by opening the risk, i.e. by entering the identification data, which initiates the data entering process at the risk level. The identification phase comprises identification of risk components and their qualitative characteristics and, at that, mandatory and additional data are differentiated. The Central Risk Register is consulted in order to find risk lists for selected criteria from past projects.

### Table 1. Data structure at the project level

<table>
<thead>
<tr>
<th>Basic (registration) data</th>
<th>Project code</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Project name</td>
</tr>
<tr>
<td></td>
<td>Name of project manager</td>
</tr>
<tr>
<td>Stakeholders in the project</td>
<td>Name of stakeholder</td>
</tr>
<tr>
<td></td>
<td>Role on the project</td>
</tr>
<tr>
<td>Key criteria for project success</td>
<td>Success criteria</td>
</tr>
<tr>
<td></td>
<td>Priority</td>
</tr>
<tr>
<td>Project characteristics</td>
<td>Type of project</td>
</tr>
<tr>
<td></td>
<td>Size of project</td>
</tr>
<tr>
<td></td>
<td>Type of project</td>
</tr>
<tr>
<td></td>
<td>Technology</td>
</tr>
<tr>
<td></td>
<td>Location</td>
</tr>
<tr>
<td></td>
<td>Population density at location</td>
</tr>
<tr>
<td></td>
<td>Topography of location</td>
</tr>
<tr>
<td></td>
<td>Type of contract</td>
</tr>
<tr>
<td></td>
<td>Type of investment etc.</td>
</tr>
<tr>
<td>Contract data</td>
<td>Planned cost</td>
</tr>
<tr>
<td></td>
<td>Planned date of start</td>
</tr>
<tr>
<td></td>
<td>Planned duration</td>
</tr>
<tr>
<td></td>
<td>Actual cost</td>
</tr>
<tr>
<td></td>
<td>Actual date of start</td>
</tr>
<tr>
<td></td>
<td>Actual duration etc.</td>
</tr>
</tbody>
</table>

The information obtained serves as the basic tool for risk identification on the project. This is followed by the risk evaluation phase which starts by searching through data contained in the Central Risk Register in order to gain actual risk data based on criteria selected to this effect. Just like in the identification phase, these data will be used as the starting tool for the project risk analysis. This will be followed by quantitative determination or risk impacts.

The risk analysis phase ends by risk evaluation according to the severity of risk impact. This is followed by establishment of a ranking list to be used in the response phase, and the risk acceptability information is calculated in order to instruct the user about the way in which he should deal with a particular risk. Although the ranking can be made regardless of the priority of the success criterion in question, this risk register structure also enable the use of multicriteria methods that take into account significance of individual criteria affected by a particular risk.

Just like in two preceding phases, the risk response phase starts by searching through the Project Risk Register in order to find actual risk response data from previous projects, and the information found is used to form the response strategy. The mandatory data on risk response, and mandatory data on risk characteristics from the identification phase, constitute the first level of use of the Risk Register System, where the response phase follows after identification. In the second or third level of use the risk evaluation phase follows after risk evaluation and ranking. When defining the type of response, five risk response options can be selected: acceptance (absorption), reduction, transfer, avoidance of risk and risk elimination [10]. Each type of answer can be implemented in different ways, as described by the data description of response, i.e. the method can be
defined more closely by specifying data about measures taken or measures to be taken to implement the response that has been selected, while the person in charge is responsible for response definition and implementation. Additional risk response data include planned response implementation time which enables us to monitor response over time, but can also serve as indication about whether the response is related to the source and driver or to the consequence and impact, i.e. fire fighting. One of possible consequences of the response to risk is the secondary risk which will be entered by name and/or number under which it has

Table 2. Structure of risk register data at the risk level

<table>
<thead>
<tr>
<th>Risk management phase</th>
<th>Risk status</th>
<th>Planning</th>
<th>Monitoring</th>
<th>Closing</th>
</tr>
</thead>
<tbody>
<tr>
<td>Risk ID</td>
<td>Risk name</td>
<td>Date of identification</td>
<td>Risk ID</td>
<td>Monitoring date</td>
</tr>
<tr>
<td>Description of risk/event</td>
<td>Source of risk (RBS)</td>
<td>RBS code</td>
<td>Description of driver</td>
<td>Description of consequence</td>
</tr>
<tr>
<td>Risk ID</td>
<td>Risk name</td>
<td>Date of identification</td>
<td>Risk ID</td>
<td>Monitoring date</td>
</tr>
<tr>
<td>Owner of source</td>
<td>Owner of driver</td>
<td>Owner of consequences</td>
<td>Risk with which it correlates</td>
<td>Type of correlation</td>
</tr>
<tr>
<td>Type of response</td>
<td>Description of response</td>
<td>Person responsible</td>
<td>Type of response</td>
<td>Description of response</td>
</tr>
<tr>
<td>Response implementation time</td>
<td>Secondary risk</td>
<td></td>
<td>Response implementation time</td>
<td>Secondary risk</td>
</tr>
<tr>
<td>Residual probability of occurrence</td>
<td>Residual value of impact</td>
<td>Residual risk severity</td>
<td>Rank</td>
<td>Residual probability of occurrence</td>
</tr>
</tbody>
</table>
been or will be registered. The next group of data is related to the advanced use of the project risk register, and it comprises risk evaluation prior to and after the response (residual risk), and the response efficiency analysis, i.e. determination and use of quantitative data about the risk. Residual severity of the selected response can also be defined based on the evaluation of the residual probability of occurrence and residual impact. The data on residual cost and cost of response are highly significant for selecting the type of response. Their sum is compared to the initial total cost of risk in the scope of the response efficiency evaluation.

The project monitoring in the Risk Register System follows after adoption of the Risk Management Plan which is approved at the business system level, while data generated in the risk planning processes are stored in the Central Risk Register. Before the risk can be monitored in the project risk register, it is necessary to enter the actual start of the project, and project management changes according to criteria relating to project success and project participants. This is followed by revision of the project management plan which is prepared at the start of each project management phase, or after significant changes to the project. If this period is longer, then it is advisable to revise the risk management plan every two months.

The monitoring number and monitoring date, and also the name of person who enters the monitoring data, have to be entered for each risk. At this point, the project manager is required to make record about the event in an unrestricted form. This information explains more closely the change that has occurred on the project and is significant for the risk, i.e. for its modification. The risk status is used to rapidly indicate the change in risk status. It should be noted that the risk status is marked inactive prior to occurrence of the driver and, after occurrence of the driver, the status is marked as active and finally as closed.

The risk monitoring procedure includes monitoring of all risks in the register, and introduction of new risks into the register. In case of risks already in register, the checking is made to determine whether a change has occurred during implementation of the risk management process in the register of risks explained for the planning phase (identification, evaluation, response), and procedures for the planning phase are implemented to check whether new risks have occurred. Changes are noted in the Project Risk Register, in the group containing the risk monitoring data. Therefore, in the monitoring phase, the project risk register will have the same content and structure, except for general data where the number and name of risk are kept, while the data needed for monitoring are added. The risk monitoring phase results in the Revised Risk Management Plan which is approved at the business system level, while the data generated during the risk monitoring processes are stored in the Central Risk Register.

The data generated at the time of risk closing are particularly significant for adding and updating data in the Central Risk Register, as these are actual data about the risks. It is precisely these data that will be searched when information about experience from previous projects is needed. Compared to initial data and monitoring data, some data have been left out because of their nature due to which they can not assume a real form (e.g. probability of occurrence), while other have been left out due to loss of function in the closed condition (e.g. strength).

The most interesting data for storing in the Central Risk Register are the real data about components, but also the real data about the response, its effect (i.e. about the remaining risk) and correlation with other risks. To enable statistical treatment of risk occurrence in the Central Risk Register, it is also necessary to indicate whether the risk has been activated or not. It is on this basis that the frequency of occurrence of a particular risk can be determined. Here also the data are divided with regard to the level of use, and so all retained data will belong to the same level, except for the fact that the real cost of impact, and the real cost of response, will become mandatory data as they have to be registered for use on future projects.

The risk closing will occur in two cases: if the risk is activated during realization of the project, or if the project is completed. The risk closing is an important aspect of project closing as it is precisely through this part of risk management that lessons learned can be analyzed and stored. This is why the lessons learned have to be analyzed after the closing of all risks and after data have been stored in the Central Register. This activity is followed by project closing in the Risk Register.

5. Conclusion

This paper presents an original risk-register development methodology, and the implementation of this methodology in the management of risks in construction projects. The basic purpose of the risk register for management of construction projects is to permanently store data on the risks experienced on previous construction projects, and thus to create a source of data for managing risk on construction projects. However, the proposed Risk Register System is not only a document containing project risk data, but also a central tool and platform for the risk management process, and a source of information needed to identify risks and responses to risks, as well as for communication on the project.

The risk register system contains two levels of registers: project level and central level. The Central Risk Register is created by storing data from the Project Risk Register through the risk management process and this during the entire life of the project. Thus the project manager is given an important role in the creation and maintenance of the Risk Register System.

The input and structure of data follow the risk management process, and in this way they fulfill the role of storing and documenting the risk data generated through the risk management process. This in other words means that the input and output data needed for each phase can be stored and documented. The study has confirmed that the structure selected is favourable for development of an appropriate software support through relational databases. Thus it is possible to form adaptable reports that are needed for including the Risk Register System in the communication on the project.
The contribution of the Risk Register System’s implementation into the civil engineering practice will be manifested in several areas. The use of risk register will improve understanding of risks, and will advance risk management practices on construction projects, which will in turn contribute to the success of such projects. In most cases, current risk management tools do not comprise the entire process, but are limited to risk identification and evaluation only. The risk register system has been created for systematic data storage and for supplying the decision making data throughout the life of the project. It enables continuous monitoring of risks and hence it has become a means of communication among participants in the project, as well as an efficient risk monitoring and control tool. Learning based on past experience, and collection of best practice resources, is of crucial significance for project management, not only on the level of individual projects, but also on the company level. Due to the fact that it enables systematization of data about components and characteristics of risks, as well as planning of management steps, actions and consequences, the Central Risk Register is an integrated risk-based knowledge management tool which gathers together organisational, procedural and technical knowledge. The risk register system is creating foundations for development of an expert system that would serve as “knowledge base” for the Central Risk Register, and would assume an advisory role in the phase of identification and selection of an appropriate risk response. Project management without an efficient and integrated risk management throughout the whole project life cycle is a very hard and inefficient job for project managers, and such projects are often doomed to failure. Project management founded on an integrated risk management process, and on knowledge based on risks from past projects, enables a safer orientation of project toward its goals and, at that, the risk register plays a central role by ensuring integration of such goals.

REFERENCES


Risk register development and implementation for construction projects

Appendix 1. Diagram of risk management procedures using risk register

Diagram showing the process of risk management procedures using risk register data, including steps such as risk identification, risk assessment, risk evaluation, risk response, and risk monitoring.

Diagram includes sections for risk register data, risk management planning, risk management procedures, and risk register implementation.

The diagram illustrates the flow from risk identification through risk monitoring, with decision points at various stages to ensure effective risk management.

For a more detailed understanding, please refer to the full text of the article.
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